21

9]l€Kmp0HH06 HayiyHoe uzoanue « Ycmotiuusoe UHHOBAYUOHHOE pa3eumue. npoeKkmupoeanue u ynpaeieHue)

www.rypravlenie.ru ToM 21 Ne 4 (69), 2025, cT. 3

YK 658.5.012.7

WH®OPMAIMOHHBIE HOTOKHU NPEAIPUATHSI CKJIAACKOI'O
XO35AUCTBA TOBAPOB HAPOJHOI'O HIOTPEBJIEHUA KAK OBBEKT
AU TBI THOOPMALINHU

[Nonomapesa Onpra AnekceeBHa, HOICHT, KAHIUIAT TEXHUICCKUX HAayK, YdueOHO-Hay4IHBIH HeHTp «HbopMarmoHHas
0e30macHOCTEY, YpalbCcKuil (eepaabHblil yHHBEpCHTET nMeHH repBoro [Ipesunenta Poccun b.H. Enpriaa

I'puboB Muxann AHIpeeBHY, MarucTpaHT, YdeOHO-Hay4dHBIH neHTp «HbopMamonHast 6€301macHOCTE, Y paabCKHid
(denepanbHbIi yHUBEpCHTET MMeHH niepBoro [Ipesunenta Poccun B.H. Enbiuna

YuctsaskoB Makcum BrnagumupoBud, maructpaHt, Y4eOHO-HaydHBIH LeHTp «MHpopMannoHHas O0e301macHOCThY,
VYpanbckuii GenepanbHbIi yHUBEpCUTET HMeHU neporo IIpesunenta Poccun b.H. Enbiinna

BapeiOun  JIMuTpuii AJileKcaHAPOBUY, MAarucTpaHTt, Y4eOHO-HayuHbId IeHTp «VHdopmanmoHHas 06e30macHOCTBY,
VYpanbckuii penepanbHBIN YHUBEpCUTET HMeHH repBoro IIpesnnenta Poccun b.H. Enpiiaa

AHHOTaNus

Lenvio uccredosanus A61s1emcsi OYeHKa yepo3 UHPOPMAYUOHHOU OE30RACHOCMU HA NPEONPUSIMUAX CKIAOCKO20 XPAHEHUs. U
paspabomxa meponpusimuti no ux ycmpauenuio. B pabome npogeden ananu3 HOPMAMUEHbIX OOKYMEHMOS, NyOIuKayui 6
CReYUanU3UPOBAHHbIX JHCYPHANAX U MHEHULL DKCREPOB 6 Chepax N0SUCUKY U UHPOPMAYUOHHOU DE30NACHOCIU, d THAKICe
Paccmompensl UHYUOEHMbL, CEA3AHHbIE C YMEUKOU OAHHBIX 8 TOSUCIMUYECKUX KoMnanusx. Hccrneoosanue makoice 0xeamuio
cneyugpuKy uH@OPMAYUOHHBIX NOMOKO8 HA CKIAOAX U YA3BUMOCHIU, BO3HUKAIOWUE NPU 6HEOPEHUU HOBbIX MEXHOIOSUYECKUX
peweruti. B cmamve npeonoswcena modenv cucmemvl 0bmeHa u 0Opabomxu uHgopmayuu Ha CKiade, OCHOBAHHASA HA
cmanoapme yuKyuonanbHo2o mooenuposarus IDEF0. Bouiu udenmuguyuposansi Kirouesvle yepo3vl UHGOPMAYUOHHOU
besonacrHocmu, makue KaxK pe00HOCHOe npoepammHoe obecneuerue, puuune, DDoS-amaku, yazeumocmu 6ed-npunodiceHull
U coyuanbHas uHocenepus. [ Kaxicoou yepo3vl npeosiodceHbl KOHMPMEPbl, SKIIOUAIOWUE UCNONbI0BAHUE COBPEMEHHBIX
NPOMOKON08 WUdposanust, 08YX(PAKMOPHYIO AYMEHMUGUKAYUIO, PeSysIPHOe 0OHOGIEHUE NPOSPAMMHOZ0 0becnedeHus u
obyueHue compyoruxos. [anvl pekomeHOayuu no MUHUMUSAYUU DUCKO8, CEA3AHHBIX ¢ ucnonvzosanuem RFID-wemok,
wmpuxxo0os u QR-ko0os, a makdce no obecneyenuro 6e30naAcHOCmU GECNPOBOOHbIX KAHAN08 nepedadu OaHHuIX. B
UCCLe008aHUL NOOYEPKUBAEMCSl HEOOXOOUMOCTb KOMNIEKCHO20 NO0X00a K 0becneyeHuio uHpOpMayuoHHoU 6e30nacHocmu
HA CKAA0ax, GKIOYAIOWe20 mexHuuecKue, op2anu3ayuoHHblie U obyualowue meponpuamus. Pesyismamer uccredosarnus
Mo2ym 6blmb UCNOAL306AHbL OIS PA3PAOOMKU MEMOOUYECKUX DPEKOMEHOAYUIl NO 3auume OAHHbIX HA NPeOnpUsmusX
CKNIAOCKO20 XPAHEHUSL.

KIIFOYEBBIE CJIOBA: 3amuTa nHGOpMAIH, IPEIIPUATHS CKIaJCKOTO XpaHEHHS, YA3BUMOCTH, CHCTEMBI YIIPABICHHUS
CKJIaZIOM, COLMANIbHAs MHXKEHEPHSI.
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The aim of the study is to assess information security threats at warehouse storage enterprises and develop measures to address
them. The work involved an analysis of regulatory documents, publications in specialized journals, and expert opinions in the
fields of logistics and information security, as well as an examination of incidents related to data leaks in logistics companies.
The study also explored the specifics of information flow in warehouses and vulnerabilities arising from the implementation of
new technological solutions. The article proposes a model of the information exchange and processing system in a warehouse,
based on the IDEFO functional modeling standard. Key information security threats, such as malware, phishing, DDoS attacks,
web application vulnerabilities, and social engineering, were identified. For each threat, countermeasures were proposed,
including the use of modern encryption protocols, two-factor authentication, regular software updates, and employee training.
Recommendations were provided to minimize risks associated with the use of RFID tags, barcodes, and QR codes, as well as
to ensure the security of wireless data transmission channels. The study emphasizes the need for a comprehensive approach to
ensuring information security in warehouses, encompassing technical, organizational, and educational measures. The results
of the research can be used to develop methodological recommendations for data protection at warehouse storage enterprises.

KEYWORDS: information protection, warehouse storage enterprises, vulnerabilities, warehouse management systems,
social engineering.

Beenenue

B ycnoBusx nndpoBuzanum u riaodanu3aniu Ou3Heca MPEANPHITUS CKIAICKOTO XPaHEHUS
CTAJIKUBAIOTCSI C HOBBIMU BbI30BaMU B chepe KuOepOe301acHOCTH, a KOJIMYECTBO BBISBIISIEMBIX YIPO3
nocTostHHO pacrteT. [lo naHHbIM 3a siHBapb—OKTSAOps 2024 roga, konmdecTBo kubepatak Ha UT-
UHPPACTPYKTYPY TPAHCIIOPTHO-TOTHCTUIECKUX KOMIIaHui Bo3pociio Ha 30% mo cpaBaenuto ¢ 2023
rogom. Kaxaast u3 arak rpezacrapisieT co00M HOBYIO 3a/1ady JJIs OApa3aesieHui HHPOPMaIIMOHHOM
0€30I1aCHOCTH, MOCKOJIbKY 3JI0YMBIIUIEHHUKH Pa3padaThiBalOT HOBBIE CXEMbI B3JIOMA 3alllUIIEHHON
uHppacTpykTypsi [1].

VYBenmnyenne O0OBEMOB JaHHBIX W aABTOMAaTH3alMs IPOLECCOB TPeOYyrOT pa3paboTKu
3¢ PeKTUBHBIX METOJOB o0ecreyeHuss HHGPOPMAIMOHHON Oe3omacHOCTH. B maHHOW cTaThe
paccMaTpUBAIOTCSI OCHOBHBIE YIPO3bl, C KOTOPBIMU CTAJIKUBAIOTCS JIOTUCTUYECKUE KOMIIAHUH, a
TaKXe MpeJyIaraloTcs PeleH s MO MOBBIIIEHUIO YPOBHS 3aIIUThI JAHHBIX.

[Ipoananu3upoBaB [aHHBIE O TOCTPOCHUU HMH(POPMAITMOHHO-TEXHUIECKON CTPYKTYPHI
CKJIAJICKOTO TIPEANPHUATHS C YIETOM MPUMEHEHHUSI COBPEMEHHBIX METOIOB OpPTaHU3AIMH XpaHECHUS,
Ha OCHOBE HEOOXOAMMOCTH OOECHeYeHHMs] COXPaHHOCTH HWHGOpMalUU, IHUPKYJIUpYyIOIEeld B
CKJIAJICKOW cHucTeMe, TpeOyeTcs BBIABUThH 3JIEMEHTHI, MMOABEPKEHHbIE aTakaM, U pa3paboTaTh Mephl
0 WX 3aIHTe.

Jiist aHanm3a ysSi3BUMOCTEH U yTrpo3 Ha MPEAIPUSATHIX CKIIaICKOTO XpaHEeH!Us ObLIa MPOBECHA
OLIEHKAa CYIIECTBYIOIIUX METOAOB oOecnedeHus MHPopMalnoHHOM Oe3omnacHocTH. [IpuMeHsnch
METO/ABl KAaueCTBEHHOI'O aHaju3a, BKIIOYas M3y4YeHHE HHTEPBBIO C OKCIEepTaMH B 00JacTu
K1OepOe30MacHOCTH M HCCIIEOBAaHUE CIy4yaeB yTeueK NaHHbIX. Takke ObUI MPOBEICH aHAIN3
JTUTEPATyphl, TOCBANICHHOW COBPEMEHHBIM HH(OPMAIIMOHHBIM TEXHOJIOTHSM H UX YSI3BUMOCTSIM.

PesyabTarsl

CKJ’IaI[CKOC npeanpudaTuce MnpeaCTaBIACT co0oit OpraHu3aluro, MNOPCAHASHAYCHHYIO [JIA
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XpaHeHus1, 00paObOTKHU M yIpaBJICHUS TOBAPHBIMHU 3aI1aCAMHU B paMKaX JIOTUCTUYECKOM LIEIH.
MOXHO BBIIEIUTh HECKOJBKO OCHOBHBIX (DYHKLMOHAIBHBIX ONEpalMid, BbINOIHAEMBIX
IIEPCOHAJIOM B IIPOLECCE CKIIAZCKOM NEATENbHOCTH:
1. Ilpuémka TOBapOB U MaTepHUaIOB.
HenocpencrBeHHO XpaHeHueE.
KOHTpOIIb 32 COCTOSHUEM €AMHMIL CKJIAZICKOTO Y4eTa.
ObecnieueHre COXPaHHOCTH UMYILECTBA, IPUHATOIO HA CKJIAJ.
B3anmopencTsue ¢ KOHTpareHTamu.
Komrurekranus u ynakoBka 3aKa3os.

Otrpy3ka ToBapa.

© N o g B~ DN

JIoKyMeHTOO0O0pOT.
Ckiaickue ornepanuy IpeACcTaBIsIFoT COO0H OAMH M3 BaKHEUIINX ATANoOB OM3HEC-TIpoIecca
T000T0 TPEANPHUITHS, 3aHATOTO B IPOU3BOJICTBE MIIM TOPrOBIe. DTO 33/1a4a, HAPSMYIO CBSI3aHHAsS
¢ 9((hEeKTUBHOCTBIO M PEHTAOENIBHOCTHIO TPEINPHUSATHS B LEJIOM, II03TOMY HCIOJIb30BAaHHE
COBPEMEHHBIX TEXHOJOTUH B CKIIAJICKOH JEITEIIbHOCTH B HAIIW JTHH SBJISIETCS HEOOXOAUMOCTBIO [2].
B ycnoBHsX COBpEMEHHBIX BBICOKOKOHKYPEHTHBIX PBHIHKOB A(P(eKTUBHAs OpraHH3anus
CKJIAJICKOTO XO3SHCTBA HWMEET KPUTUYECKH BAKHOE 3HAYECHUE, IOCKOJIBKY OHAa COCTaBIISIET
3HAYUTENIbHYIO 4acTh Jioructudyeckux 3arpaT [3]. Takum oOpazoM, nudpoBuzanus OpeacTaBiIseT
co0oif Hen30eXKHbIHM MpoIiecc Pa3BUTHUS JIOTUCTHUECKUX U CKIIAACKUX Mpeanpustuil. B pesynbrare
UCTOJb30BAHUS  BBICOKOTEXHOJOTHUHBIX YCTPOHCTB M COBPEMEHHBIX CHUCTEM OOpabOTKU
WHGOpPMAIMY TOBBIIIAIOTCS TOYHOCTH W CKOPOCTH BBITIOJHEHHS 3aKa30B, IPEIOCTABISIFOTCS
JOTIOJTHUTEIIbHBIE BO3MOXKHOCTH TIOJIB30BATENI0, OJHAKO OJHOBPEMEHHO C J3TUM BO3pPAcCTalOT U
PHUCKH, CBSI3aHHBIE C YTEYKOM KPUTUYECKM Ba)XHOM HMHPOpManuu U cOOSIMU B cCHCTEMax
nH(pOPMaIIMOHHOTO OOMeHa [4].
«MO3TOBBIM IIEHTPOM» COBPEMEHHOTO U(POBOTO JOTHCTHIECCKOTO TPEATPUITHS SBIISETCS
WMS (Warehouse Management System) — cuctema yrpaBieHHsI CKIaI0M, 00J1a1aromnasi IMpPOKHM
HaOOpOM YYETHBIX U PEeryJupyroumx (yHKIUHA, MO3BOJSIOMIAS MOJHOCTHIO aBTOMAaTH3HPOBATH
yIpaBIEHUE CKJIAJCKUM X03IMCTBOM [5].
[lenmpto ee BHEOPEHUS SBISCTCS TOBBIIICHUE TPO3PAYHOCTH CKJIAJICKUX ONepanuid M
CHIDKEHHE 3aTpaT peCcypcoB Ha yIpaBJICHUE TUITOBBIMH 3a/1a4aMH, 2 UMEHHO:
1. cBOEBpeMEHHOE MH(OPMHUPOBaHKE 00 ONEpaIUIX, OCYIIECTBIsIEMbIX Ha CKIIAJIE;
2. yHOpaBJIEHUE CTPYKTYpPOU CKIAJCKOTO MPOCTPAHCTBA;
3. aBTOMaTH3aIMsl YIPaBJICHUS POIeypaMy TPUEMKH M XpaHEHHS TOBAPOB;
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4. aBTOMAaTU3UPOBAHHBIH KOHTPOJb KOPPEKTHOCTH YUYETHBIX JaHHBIX O KOJIMYECTBE U

HOMEHKJIAType €ANHHUI] XPaHEHUS;

5. yIpaBJIeHHE CKJIAJCKHUMH OINEpalUsIMU ¢ IPUMEHEHHEM MIPOTrPaMMHO-aNapaTHBIX PEeIICHUI

[5].

Ckiaackue CUCTEMBI IOJIBEPKEHBI MHOTOYMCIEHHBIM Yrpo3aM pa3jM4yHOIO XapakrTepa,
OOyCIIOBJICHHBIM ~ TIOBCEMECTHBIM  HCMOJb30BaHUEM  BBICOKOTEXHOJIOTHYHBIX  UT-cucrem,
3aseicTBOBaHHBIX B WMS. DTH yrpo3bl MOXKHO OOOOIIEHHO KJIACCH(PHUIIMPOBATh HAa HECKOJIBKO
IpyNI: yOpaBJI€HUE JAaHHBIMHU, NPOTPAMMHBIE CHUCTEMBI, alllapaTHbIE CPEJCTBAa aBTOMAaTHU3alUH,
mudpoBas cereBas HHPpacTpykTypa, Gpusnueckas HHPPACTPYKTypa U B3aUMOACHCTBUE «UETOBEK-
MaiuHay [6].

CornacHo HcciaeI0BaHUsAM HKCIEPTOB, HanboJiee pacpoCTpaHEeHHbIMU yrpo3amu ains WMS
SIBJITFOTCSI BPEJIOHOCHOE TporpammHoe obecniedenue (38%), dummuar (30%) u DDoS-ataku (20%)
[7]. KommuectBo (UIIMHTOBBIX aTak pacTeT, NPU OTOM CIEAYeT OTMETHTH BO3POCIIYIO
«KOMIIETEHTHOCTb» 3JIOYMBIIUJICHHUKOB. PacchiiaeMple HWMH MHCbMA 3a4acTyl0 HJICHTUYHBI
3anpocaM O(UIMANBHBIX YUPEXKIECHUH, COIepKaT aKTyaJbHble HA3BaHUS TOJKHOCTEH U (haMUIUH
coTpyaHUKOB. Taxke AN peanu3alud CBOUX IJJAHOB MPECTYMHHUKU aKTHBHO HCIOIB3YIOT paHee
MOJTyYSHHYIO HE3aKOHHBIM ITyTeM KOH(QHISHIIMATHHYIO0 HHPOPMALIHIO O IEATEIEHOCTH KOMITAHUHN —
HOMEpa J0TOBOPOB, BHYTPEHHIOIO MEPENUCKY, JTODKHOCTH B (DaMUIINU COTPYIHUKOB.

AHann3 KUOepUHIUIEHTOB MTOKA3bIBAET, YTO OKOJIO TpeTH (26%) ysS3BUMOCTEH B JIOTHCTUKE
CBSI3aHBl C HENOCTaTKaMHU aJTOPUTMOB 3alIMTHI NPU HCIOJIB30BaHMM SMS U1 perucrpaunuu,
aBTOPU3ALIMN UM BOCCTaHOBJIEHUs Mapoiid. KubeprnpecTymHUKY UCTIOIB3YIOT CKPUNT AJIs oadopa
Yy)KUX HOMEPOB TeJIEe(POHOB, B pE3ylbTaTe€ CUCTEMA PACCHUIAET THICSIUM TEKCTOBBIX COOOIICHUH,
pacxoays cpeacTBa Komnanuu [1].

WMS ¢yHKIMOHHMPYET B paMKaX CUCTEMHOI'O OKPYXEHUS NPEANPUATHS U B3aUMOACHCTBYET
CO CMEXXHBIMHU cucTeMaMu uepe3 uarepdeiics (puc. 1). Ha cxeme nokazano Bzaumojeiicteue WMS
¢ IpyruMu HHGOPMAIIMOHHBIME CHCTEMaMU npeanpustus [8, crp. 3-4, 9].

[Ipoananu3upoBaB  HampaBieHUs WHGOPMALMOHHOTO OOMEHa, XapaKTepHble s
NPEINPUATHIA CKIIaJICKOTO XpaHEHHsI, HA OCHOBE BBIMOJIHEHUS! OCHOBHBIX ()YHKIUH OT NOCTYIUICHUS
TOBapHO-MAaTEpUAIBbHBIX IIEHHOCTEH 110 MX OTrpy3Ku KoHTpareHTam [2, 3, 10] u paccmoTpes
BO3MOJKHBIE YTpO3bl HH(pOpMaImoHHOM 6e3omacHocTH [7, 9], O6pu1a paspadboTrana (GpyHKIIMOHAIBHAS
MoJieNIb MH(POPMALIMOHHOTO OOMEHa CKJIAQJCKOrO MPEeANpHsITHS B pa3pe3e BO3JEHCTBHS yrpo3
MHPOPMAIIMOHHON  0€30MaCHOCTM B COOTBETCTBMM CO  CTaHAApPTOM  (YHKIIMOHAJIBLHOTO
mozaennpoBanusa IDEF0, npencraBiennas Ha puc. 2.
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Ynpasienue,
KOHTPOJIb IpoLecca,
OINTHMHU3ALS
(cxman)

Wnentudukanms,
06paboTka,
nepeMerieHus

OcHOBHBIE 001acTH

(yHKIIMOHUPOBaHUS
®DuHaHCHI U OyXyUer
Yenoseyeckue pecypesl
3aKa3bl/IIOCTaBKU
IIpousBoacreo
TIpomaxu
pra.BHeHHe OCHOBHBIMU TAHHBIMH
Ypasienue 3anacamu (0T4eT)

CrpyKTypa cKiiaga
VYipasiieHre 0CHOBHBIMH J[aHHBIMH

(c ygerom CYC)

YupasiieHue 3anacamu (Ha ypoBHE
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‘YnpasiieHHe TPaHCTIOPTOM
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IIOTOKOB
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IT-uepapxust cuCTeMbI
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WTPUX-KOA08, CUCTEM
ABTOMATUYECKOrO XpaHeHUA
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Puc. 2. Moneab uHGOPMALOHHOI0 0GMeHA CKJIACKOro NPeANpPHUsTUS ¢ TOYKH 3PeHHsI BO3/IeiiCTBUSI yrpo3
HH(OPMANMOHHO 0€30MACHOCTH.
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OcHoBHBIE YTPO3bl HHPOPMAIIMOHHOW 0€30ITaCHOCTH U MEPhI O0PHOBI ¢ HUMU MPEACTABICHBI

B Ta0uie 1.

Tabauna 1. YA3BUMOCTH H Mepbl 00pbObI ¢ HUMH
Ne /1| YpoBeHnb YA3BUMOCTH Mepbl 00pbObI
A0 1. Pasrnamenue 1. 3akimoyeHwe  COrjamieHUss O
YYBCTBUTEIBHON  HMHGPOpPMALMK| 3alIuTe HHGOPMAIIIH.
Ha CTOPOHE KOHTPAreHTOB.

2. YszBumocth B BeO-| 2. llapamerpu3oBaHHBIE  3ampOCHI,
npuioxkeHusax: SQL-WHBEKIH,| HCIOJb30BaHUE ORM-6u6mnorex
XSS, Data-bombs. (Object-Relational Mapping);

DKPAHUPOBAHHUE JAHHBIX, OTPAHHYCHHE
NPUBUJIETUI; SKpaHUPOBAHUE BBHIBOA,
BHenpenue CSP  (Content Security
Policy) JUISL MIPEIOTBPALLICHUS
BBIIOJIHCHUE HEaBTOPU30BAHHBIX
CKpHITOB; (puibTpamus BBOJA, JTUMHUTHI
Ha pa3Mep JaHHBIX, (QUIbTpaIus,
MOHHUTOPHHT.

3. Atakm Ha  OTKa3 B 3. Hcnonp3oBanue OpaHAMAydpOB,
00CITyKHBaHUH CETEBOT0| CHUCTEM OOHapyXeHUs u
000pyAOBaHUSA: DDoS-ataku,| npenorspamienus Bropxkenuit (IDS/IPS),
HalpaBJCHHBIE Ha TIEPEerpy3Ky| OOJIAYHBIX XPaHWIHII.

CETEBBIX PECYPCOB.

4. BpenoHocHOe 4. AntuBupycHoe IIO, oOydeHue
IPOTPaMMHOE oOecrieueHre| MOIb30BaTeNed, MOHUTOPUHT M aHAIU3
(Malware):  BHpyChl, YEpBH,| CUCTEM.

TPOSTHBI u IIITHOHCKHE
IPOTPaMMBl.

5. Artaku Ha mpoTokosbl| 5. CraTHueckue ARP-3anucy;
nepenayu JTAHHBIX . ARP| ucnonszoBanne DNSSEC u MOHUTOpHHT
spoofing, DNS spoofing u Man-| DNS-tpa¢uka; HTTPS, TLS wu
in-the-Middle (MitM). MHOTO(aKTOpHasi ayTCHTU(DUKAIHSL.

6. VYcrapesmee I10. 6. Perynsapuoe obnoBienue [10.

7. He ucrione3ytorcsi| 7. Hcnonp3oBanue npoTokonoB TSL
COBpPEMEHHBIE IIPOTOKOJIBI| aKTyanbHbIX Bepcui, I[Psec, SSH,
sammTel  npu  nepemade  u| PGP/GPG, AES, SIMIME.

XpaHEHUHU uHpopMaluy,
HE3aIUIIIEHHOE XpaHEeHUE
uHpOpMalLIMU Ha CEpBEPaAX.
8. OtcyrcTBHE w| 8. Paszpaborka u BHEJ]PEHUE

HEIPaBUJIIbHO peann30BaHHAsl| MOJUTUKH JOCTylla € MHHUMAJIbHO
MNOJUTHKA TIO0 pPa3rpaHUYEHUIO| HEOOXOJUMBIMH IpaBaMHu, 3aHIATHUA C
IIpaB 10CTyna. COTPYAHUKAMM, PETYJIIPHBIE AYAUTHL.

VYcroliunBoe  WHHOBALIMOHHOE  pa3BUTHE:  INPOSKTHPOBAaHWE M ylpaBlieHWe [DneKkTpoHHBIH  pecypc] /
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9. Ucnonb3oBanume maponeit| 9. AnexkBarHas napoJsbHast
HEJ0CTaTOYHOM CTEIEHHU| MOJINTUKA, ayJuT, 3aHSTUS c
CIIOKHOCTH,  OTCYTCTBUE  HX| COTPYAHHKaMH, nByxpakTopHas
[IEPUOIUYECKON 3aMEHbl,| ayTeHTU(QUKAIMS  C  3alIUTOW  OT
HEJOCTaTKU ayTeHTHU(UKAUU B| MHOTOKPAaTHOTO BBOJA.

CUCTEME.

10. CoumanpHasi WHXECHEPHS, 10. 3amsTHI C  COTpyJAHUKaMH,
(bumuHT TpenuHru no Mb.

Al, A2, A3| 1. Henocrarounas  3ammra| 1. Ayrentudukamus (OAuth 2.0),
IIPOrPaMMHOT0 unrepdeiica|mudpposanue (TLS), koHTpoas mocryma
npuioxenuii (API). (RBAC/ABAC), API Gateway,

BaJIU AU JTAHHBIX, OTrpaHUYEHUE
CKOPOCTH, MOHHUTOPUHT, OOHOBIICHUS,
TECTUPOBaHUE OE30M1aCHOCTH.

2. OrtcyrctBue mmdpoBanus| 2. Vcmomp3oBaHue MpoTOKoioB TSL

JTaHHBIX. akTyanbHbIX  Bepcui, [Psec, SSH,
PGP/GPG, AES, SIMIME.

3. MHUcnonp3oBanme cpencts| 3. Iudposanue WPA3,
OeCIIpOBOHON Tepenayn JaHHBIX|CETMEHTAIIHS CETH, VPN,
C  HEJOCTAaTOYHbIM  ypOBHEM|MHOIro(akTOpHas ayTeHTU(UKALINS,
3alUIICHHOCTH KAaHAJIOB CBSI3U.  |OOHOBIIGHUS, = MOHHUTOPHUHI, CKpBITHE

SSID,  ¢unbrpauus  MAC-anpecos,
OTrpaHHYEHUE MOUTHOCTHU CHTHAJA.

4.  Ysa3BUMOCTH 4. Bueapenue 3ammtel B RFID-
paauouyacToTHablx MeToK (Radio|meTkm, nByxdakropHas ayreHTHDHUKAINSA,
Frequency ldentification - RFID),|3amuTel  pagnokaHaiga, HCIIOJIb30BaHUE
mMTpUX-KoJ0B, QR-KOI0B. cnenuanusuposannoro I10, ¢usnyeckas

3aIuTa KOJI0B, MOHUTOPHUHT U ayIUT.

5. OrcyTtcTBHE nm| 5. Pazpabotka u BHEJIPEHUE
HEIMPaBUIIbHO pealn30BaHHAs |IOMUTHKK  JOCTYNa C  MHHHMAIBHO
MOJIUTUKA 10  pa3rpaHUYCHUIO|HEOOXOAUMBIMU TpaBaMH, 3aHATHS C
npaB JOCTyIa. COTPYJIHUKAMHU, PETYIISPHBIC ayTUTHI.

6. Hcmomp3oBanme maponeii| 6. AnexkBarHas MIapOJIbHAS
HEJOCTATOYHOMN CTENEHH |I0JIUTHKA, ayJuT, 3aHSTUS c
CIIOXKHOCTH,  OTCYTCTBHE  HX|COTPYAHHKAMHU.

MEePUOIUYECKON 3aMEHBI.
7. CouuanbHasi HH)KEHEPHSL. 7. TlpoBenenue YUYEHHI o
KnOepOe301acHOCTH Ha
MPEINPUATHSIX, TPEHUHTH TUTSE
COTPYJIHUKOB TI0 BOMPOCAM BBIMOJHEHUS
TpeGoBaHUI MHPOPMALMOHHOMN
0€30MMaCHOCTH.
A4 1. Pasrnamenue 1. 3aknrodyeHwe  corjamieHUss O
YyBCTBUTEIbHOW HMH(OpPMALUK Ha|3aluTe HHPOpPMAIUH.
CTOPOHE KOHTPAreHTOB.
VYcroilunBoe  MHHOBAallMOHHOE  pa3BUTHE: NPOEKTUPOBAHHWE M yIpaBlieHWe [DIEeKTpoHHBI  pecypc]
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2.  YaszBumoctu B BeO-
npuinoxeHusax:  SQL-unbekuuu,
XSS, Data-bombs.

2. TlapameTpu30BaHHBIE  3ampPOCHI,
HCITOJIh30BaHNE ORM-6ubnaunoTex
(Object-Relational Mapping);
SKpaHUPOBAHUE JaHHBIX, OTPAHHUYCHUE
NPUBUJICTUI; SKpPaHMPOBAaHUE BBIBOJIA,
BHeapenue CSP (Content Security Policy)
JUIS  TIPEIOTBPAIICHUS  BBHIMOJIHEHHUE
HEaBTOPU30BAHHBIX CKPHIITOB;
¢bwIbTpanus BBOJA, JIMMHUTHI Ha pa3Mmep
JAHHBIX, QUIBTPALNSI, MOHUTOPHHT.

3.  Araku
00CITy)KMBAaHUT
00OpyTOBaHUS:
HalpaBJICHHbIC Ha
CETEBBIX PECYPCOB.

Ha OTKa3 B
CETEBOI'O

DDoS-atakwu,
MEeperpy3Ky

3. Hcnonp3oBanue OpaHIMay>poB,
cucTeM OOHapY>KEHHS ¥ IPE0TBPAICHUS
BTOPXKCHU I (IDS/TPS), 00TauHBIX
XPaHUJINIL.

4. BpemonocHoe

IpOrpaMMHOE oOecrnieueHue
(Malware): BHPYCHI, YEPBH,
TPOSTHBI M IMTHOHCKUE TPOTPAMMEBL.

4. AwntuBupycHoe IIO, oOyudeHue
MOJIb30BATENEH, MOHUTOPUHI W aHAaW3
CHUCTEM.

5. ATaku Ha  TPOTOKOIIBI
nepenaun nanHeix: ARP spoofing,
DNS spoofing u Man-in-the-
Middle (MitM).

5. Craruueckue ARP-3anucu;
ucnoas3oBanue DNSSEC u MoHUTOpUHT
DNS-tpapuka;  HTTPS, TLS wu
MHOro(akTOpHasi ayTeHTU(UKALIUSL.

6. VYcrapesuee I10.

6. Perynapuoe obnosienue [10.

7. He HCIIOJIb3YIOTCS
COBPEMEHHBIE TPOTOKOJIBI 3AILUTHI
Opu  mepegadye W XpaHEHUU
MHpOpMaLny, HE3alIUILEHHOE
XpaHEHHE nH(popManuu Ha
cepBepax.

7. Wcnonp3oBaHue MPOTOKOJIOB TSL
akTyanbHblXx  Bepcuid, [Psec, SSH,
PGP/GPG, AES, S/IMIME.

8. OrcyrcTBUE WITH
HETPaBUIILHO pear3oBaHHAs
MOJMTHKA [T0 pa3rPaHUYCHUIO IIPaB
mocTyTa.

8. Paszpabotka "
MOJUTHKH  JIOCTYylla C€  MHHUMAJIbHO
HCO6XOI[I/IMI)IMI/I nmpaBaM, 3aHATUA C
COTPYAHHUKAMH, PETYJISIPHBIC ayIUTHI.

BHEJ[pEHUE

9. MHcnonp3oBanue maposen
HET0CTAaTOYHOU CTETICHH
CIIO’KHOCTH, OTCYTCTBHE  HUX
MepUOANIECKON 3aMEHBlI,
HEJOCTaTKU ayTeHTU(UKALUU B
cucTeMe.

9. AnekBarHas napoJibHas
MOJINTUKA, ayJuT, 3aHSITUS c
COTPYTHUKAMH, nByX(akTopHas
ayTeHTU(UKAIUS  C  3alUTOH  OT
MHOTOKPAaTHOTO BBOJIA.

10. CommanpHas WHXCHEPUS,
(buIIHr

10. 3ansTus c
TpenuHru no Ub.

COTPYIHUKAMH,

AS

1. Pasrmamtenue
YYBCTBHTEILHOW MH(POPMAITMN Ha
CTOPOHE KOHTPAreHTOB.

1. 3axiroyeHue
3amuTe nHPoOpMaIu.

CorjialmiCHus 0

2. Ya3zBuMocTH B BeO-
npuwioxeHusax:  SQL-uHbeKuuu,
XSS, Data-bombs.

2. TlapameTpu30BaHHBIE  3aIPOCHI,
HUCIOJIL30BaHNE ORM-0ubanorex

(Object-Relational Mapping);

YcronunBoe

WHHOBAIIMOHHOC Pa3BUTHUC! IIPOCKTUPOBAHUEC

U yOpaBleHuEe [DNEeKTPOHHBIN

pecypc]
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SKpaHUPOBAHUE JaHHBIX, OTPAHHYCHUE
NPUBUJICTUI; OSKPaHUPOBAaHUE BBHIBOJIA,
BHenpenue CSP (Content Security Policy)
JUISL  TIPEIOTBPAIICHUS  BBIOJIHEHUE
HEaBTOPU30BaHHBIX CKPHIITOB;
bunbpTpanus BBOJA, JUMUTHI Ha paszMmep
JIAHHBIX, QUIBTPAIKs, MOHUTOPHHT.

3. Araku
00CITy)KMBaHUU
000pyTI0BaHHUS:
HalpaBlieHHbIC HAa
CETEBBIX PECYPCOB.

Ha OTKas B
CCTCBOI'O

DDoS-araku,
neperpysKy

3. Hcnonbp3oBanue OpaHaMay3poB,
CUCTEM OOHApYKEHUS U MIPEIOTBPALICHUS
BTOP)KCHUI (IDS/IPS), 00JIaYHBIX
XPaHUJIHIIL

4. BpenoHocHoe
IPOrpaMMHOE obecrieucHue
(Malware):  BHpYCBI,  4e€pBH,
TPOSTHBI u IITTHOHCKUE
POTPaMMBI.

4. AwntuBupycuoe I1O, o0Oydenue
HOJIb30BaTeICl, MOHUTOPHHI U aHAIIU3
CHCTEM.

5. Ataku Ha  TPOTOKOIIBI
nepenaun aanHbix: ARP spoofing,
DNS spoofing u Man-in-the-
Middle (MitM).

5. Cratuueckue ARP-3anucu;
ucnoas3oBanue DNSSEC u MoHUTOpUHT
DNS-tpapuka;  HTTPS, TLS wu
MHOro(akTOpHasi ayTeHTU(UKALIUSL.

6. VYcrapesuee I10.

6. Perynsapuoe obnosienue I[10.

7. He HCIIOJIb3YIOTCS
COBPEMEHHBIE POTOKOJIbI 3AILIUTHI
Opu Ieperadye U XpaHEHUU
uHpopManuuy, HE3allHUIIEHHOE
XpaHEeHue nHpopmanuu Ha
cepBepax.

7. Wcnonp3oBaHue MPOTOKOJIOB TSL
akTyanbHblXx  Bepcuid, [Psec, SSH,
PGP/GPG, AES, S/IMIME.

8. OrcytcTBHE WITH
HETPaBUIBHO pean3oBaHHAs
NOJUTHKA [0  pa3rpaHUYCHUIO
npaB JA0CTyIA.

8. Paszpabotka "
MOJUTHKH  JIOCTYyla C  MHHUMAJIbHO
HCO6XOI[I/IMI)IMI/I nmpaBaM, 3aHATUA C
COTPYAHHMKAMH, PETYJISIPHBIC ayIUTHI.

BHEJ]pEHUE

9. Hcnonp3oBaHue maposieit
HEJO0CTaTOYHOM CTETeHU
CIIOXHOCTH,  OTCYTCTBHE  HX
MePUOANUECKON 3aMEHBlI,
HEJOCTaTKU ayTeHTU(UKaUu B
cucTeMe.

9. AnekBarHas napoJibHas
MOJINTUKA, ayJuT, 3aHSITUS c
COTPYTHUKAMH, nByX(akTopHas
ayTeHTU(UKAIUS  C  3alUTOH  OT
MHOTOKPAaTHOTO BBOJIA.

10. CommanpHasi WHXECHEPHS,
dburmHr

10. 3amatus ¢
TpeHuHru no Ub.

COTPYIHHKAMH,

11. Henmocrarounast 3amura
IPOrPaMMHOTO uHTeppeiica
npunoxenui (API).

11. Ayrentudukarms (OAuth 2.0),
mudpoanue (TLS), koHTponb mocTyma
(RBAC/ABAC), API Gateway,
BaJTHTAIAS JTAaHHBIX, OTpaHHYCHUE
CKOPOCTH, MOHHUTOPHUHT, OOHOBIEHUS,
TECTUPOBaHUE OE30MaCHOCTH.

YcronunBoe

WHHOBAIIMOHHOC

Pa3BUTHUC! IIPOCKTUPOBAHUEC

U yOpaBleHuEe [DNEeKTPOHHBIN

pecypc]
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12. OrcyrctBue mmdpoBanus| 12. HMcmonb3oBaHHE  NMPOTOKOJIOB
JaHHBIX. TSL akryanenbix Bepcuii, [Psec, SSH,
PGP/GPG, AES, SIMIME.
13. Hcnonws3oBaHHE CpPENCTB 13. IIudposanue WPA3,
OecpOBOHON Mepeayu JaHHBIX|CErMEHTALIHS CeTH, VPN,
C  HENOCTAaTOYHBIM  ypOBHEM|MHOrodaxkTopHas ayTeHTU(UKaLUs,

3aIIUIIICHHOCTH KAaHAJIOB CBSI3U.  |OOHOBJICHUS, = MOHUTOPHHI,  CKDBITHE
SSID,  dwibrpanus  MAC-anpecos,
OrpaHUYECHUE MOIIHOCTH CHTHAJIA.

14. Vaszsumoctu 14. Buenpenue 3ammtel B RFID-
panuoyactoTHablx MeToK (Radio/merkwu, nByxdakropHas ayTeHTHUDHUKAINA,
Frequency ldentification - RFID),|3amuTel  pagnokaHaia, HCIIOJIb30BaHHE
mTpux-ko0B, QR-KOI0B. crenuanuzupoBannoro I10, duzmdeckas
3alMTa KOJIOB, MOHUTOPHHT U ayJIUT.

3akjaueHue

Pazpabotka 3ddexTuBHON MeTOAMKN oOecnedeHuss WH(OOPMANMOHHONW OC30IMaCHOCTH Ha

CKIIAACKUX HNPECAIIPUATUAX Tpe6yeT KOMIIJICKCHOTI'O ITOAX04a, YYUThIBAOIICTO CHGLII/I(l)I/IKy IpouecccoB

u texHonorui. [{ns adexTuBHON 3aUTHI OT yrpo3 UHPOPMAIIMOHHOM GE€30MaCHOCTH Ha CKJIagax

HE00X0IMMO KOMIUIEKCHO OILEHMBATH YTPO3bI M KaHAJbl yTEUKH KOH(DUICHINATBHON HH(OpMAIIHIH,

pa3padarbIBaTh CUCTEMHBIC PELICHHS, BHEAPATH UX HA MPEANPHUATHIX U TPeOOBATH OT COTPYAHUKOB

CTpOroro CO6J'IIO,I[CHI/IH MOJ0XKECHUU MOJUTUKHU HHCI)OpMaHHOHHOﬁ O0e3omacHocTu. Ha ocHoBe

PACCMOTPCHHBIX YCJIOBI/Iﬁ B HaﬂbHeﬁHleM HCO6XOI[I/IMO IPOAOJIKHUTL UCCIICAOBAHUA AJIA p83pa60TKI/I

METOJIMYECKUX PEKOMEHJAluil 1Mo obecrneueHu0 MHPOPMAMOHHON 0€30IacHOCTH Ha CKIIAJACKUX

MPEANPUITHSIX.
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